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When trying to start Full Disk Encryption if you see the error 0xC0010006 you
may have a system which is configued in UEFI mode with Secure Boot. This is
not supported by older versions of DESlock+.

DESlock+ supports Full Disk Encryption of machines configured with UEFI and
Secure Boot, starting with Version 4.7.4. Please check the version of DESlock+
you have installed and upgrade if necessary.

Please see the DESlock+ Client Download Page to obtain the latest version.

If the problem persists, please contact DESlock+ support by creating a Support
Ticket

Related Articles:

How do | find which version of DESlock+ is installed?
How can | tell if my computer is using UEFI and Secure Boot?

Additional Keywords : C0010006, EFI, FDE, UEFI, GPT, SecureBoot


https://techcenter.eset.nl/en-US/kb
https://techcenter.eset.nl/en-US/kb/eset-endpoint-encryption
https://techcenter.eset.nl/en-US/kb/articles/error-0xc0010006-displayed-when-trying-to-start-full-disk-encryption
https://techcenter.eset.nl/en-US/kb/articles/error-0xc0010006-displayed-when-trying-to-start-full-disk-encryption
https://techcenter.eset.nl/en-US/kb/eset-endpoint-encryption
http://download.deslock.com/clientdownload.php
http://support.deslock.com/index.php?/Tickets/Submit
http://support.deslock.com/index.php?/Tickets/Submit
http://support.deslock.com/KB27
http://support.deslock.com/index.php?/Default/Knowledgebase/Article/View/103/0/how-can-i-tell-if-my-computer-is-using-uefi-and-secure-boot

