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Important: Please check the TPM requirements articles below.

KB430 - Trusted Platform Module (TPM) Support

KB439 - TPM FAQ

In order to utilise the TPM in this mode, you must have reconfigured and taken
ownership of the TPM in the Enterprise Server. Please follow the article below if
you have not already done so:

KB442 - Starting Full Disk Encryption using a TPM (Trusted Platform Module)

Once you have taken ownership of the TPM and selected No Extra
Authentication mode.
Select the target drives to be encrypted.

Click Start Encryption.

The Workstation will then be required to go through safe start. The
Workstation will reboot.

The encryption process will then begin, indicated by the warning dialog and
progress bar.

Once this process has been completed, the Workstation will be encrypted
but will not have a pre-boot authentication login page.
When the Workstation is powered on, it will boot straight to the Windows
login page.
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